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A motion to reconsider was laid on 

the table. 

f 

GENERAL LEAVE 

Mr. GORDON of Tennessee. I ask 
unanimous consent that all Members 
may have 5 legislative days within 
which to revise and extend their re-
marks and include extraneous material 
on the bill, H.R. 4061. 

The SPEAKER pro tempore (Ms. 
RICHARDSON). Is there objection to the 
request of the gentleman from Ten-
nessee? 

There was no objection. 

f 

CYBERSECURITY ENHANCEMENT 
ACT OF 2009 

The SPEAKER pro tempore. Pursu-
ant to House Resolution 1051 and rule 
XVIII, the Chair declares the House in 
the Committee of the Whole House on 
the State of the Union for the consider-
ation of the bill, H.R. 4061. 

b 1254 

IN THE COMMITTEE OF THE WHOLE 

Accordingly, the House resolved 
itself into the Committee of the Whole 
House on the State of the Union for the 
consideration of the bill (H.R. 4061) to 
advance cybersecurity research, devel-
opment, and technical standards, and 
for other purposes, with Ms. MCCOLLUM 
in the chair. 

The Clerk read the title of the bill. 
The CHAIR. Pursuant to the rule, the 

bill is considered as having been read 
the first time. 

Under the rule, the gentleman from 
Tennessee (Mr. GORDON) and the gen-
tleman from Texas (Mr. HALL) each 
will control 30 minutes. 

The Chair recognizes the gentleman 
from Tennessee. 

Mr. GORDON of Tennessee. Madam 
Chairman, I yield myself such time as 
I may consume. 

I would like to begin by thanking my 
colleagues, Dr. LIPINSKI, Dr. EHLERS, 
Mr. WU, Mr. SMITH and Mr. HALL for 
their contributions to the good bipar-
tisan bill we are considering today. I 
would also like to take a moment to 
thank the various staffers who worked 
on this bill: Marcy Gallo, Travis Hite, 
Dahlia Sokolov and Mike Quear on the 
majority side; and Dan Byers and Mele 
Williams on the minority staff. We 
could not bring a good bill like this to-
gether without their help. 

Last fall, the House passed a resolu-
tion recognizing National Cybersecu-
rity Awareness Month. The resolution 
stated that we will need to build strong 
partnerships between Federal agencies, 
business and nongovernmental organi-
zations and educational institutions in 
order to enhance the state of cyberse-
curity in the United States. 

H.R. 4061 implements this principle of 
public-private partnerships in three 
areas: coordinating and prioritizing the 

Federal cybersecurity R&D portfolio, 
improving the transfer of cybersecurity 
technologies to the marketplace, and 
training an IT workforce that can meet 
the growing needs of both public and 
private sectors. 

H.R. 4061 strengthens research and 
innovation partnerships through the 
requirement for a strategic plan for cy-
bersecurity R&D that is based on an as-
sessment of risk to our Nation and its 
population. In developing this plan, the 
Federal Government must solicit input 
from all stakeholders, including indus-
try and colleges and universities. The 
plan must also describe how the agen-
cies will support the transfer of prom-
ising technologies from our national 
labs and universities to the private sec-
tor. 

Finally, the Federal agencies must 
convene a university-industry task 
force to explore collaborative models of 
cybersecurity. We need to get the best 
ideas of our scientists and engineers 
out of the lab and into the marketplace 
where they can contribute to our col-
lective security and general economic 
growth. 

H.R. 4061 builds educational partner-
ships to create a well-trained work-
force and an informed public. Specifi-
cally, H.R. 4061 taps into our colleges 
and universities by providing scholar-
ships to students pursuing degrees in 
cybersecurity in exchange for their 
service in the Federal IT workforce. 
The legislation also requires NIST to 
disseminate the cybersecurity best 
practices to individuals and small busi-
nesses in a more user-friendly format. 

But the Internet doesn’t stop at our 
borders, which means that improving 
cybersecurity also requires inter-
national partnerships. H.R. 4061 ad-
dresses this by requiring NIST to de-
velop a comprehensive international 
cybersecurity strategy that defines 
what cybersecurity technical standards 
we need, where they are being devel-
oped, and ensures that the United 
States is represented. 

Many organizations support this leg-
islation, including the U.S. Chamber of 
Commerce, U.S. Telecommunication 
Association, the National Cable and 
Telecommunications Association, the 
Business Software Alliance, the Asso-
ciation for Computing Machinery, the 
Computing Research Association, Sun 
Micro Systems, the University of Illi-
nois at Urbana, the Georgia Institute 
of Technology, the Software and Infor-
mation Industry Association, Applied 
Visions, Inc., Verisign, CA, Inc., 
Symantec Corporation, McAfee, Inc., 
and TechAmerica, among others. 

But we have also had the support of 
our colleagues from New York and the 
chairman of the Oversight and Govern-
ment Reform Committee, Mr. TOWNS. 
And at this point, I would like to insert 
an exchange of letters into the RECORD 
between myself and Mr. TOWNS. 

HOUSE OF REPRESENTATIVES, COM-
MITTEE ON OVERSIGHT AND GOV-
ERNMENT REFORM, 

Washington, DC, February 2, 2010. 
Hon. BART GORDON, 
Chairman, Committee on Science and Tech-

nology, Rayburn House Office Building, 
Washington, DC. 

DEAR CHAIRMAN GORDON: I write to you re-
garding H.R. 4061, the ‘‘Cybersecurity En-
hancement Act of 2009’’. 

H.R. 4061 contains provisions that fall 
within the jurisdiction of the Committee on 
Oversight and Government Reform, includ-
ing provisions related to the federal work-
force. I recognize and appreciate your desire 
to bring this legislation before the House in 
an expeditious manner and, accordingly, I 
will not seek a sequential referral of the bill. 

However, agreeing to waive consideration 
of this bill should not be construed as the 
Committee on Oversight and Government 
Reform waiving its jurisdiction over H.R. 
4061. Further, the Committee on Oversight 
and Government Reform reserves the right 
to seek the appointment of conferees during 
any House-Senate conference convened on 
this legislation on provisions of the bill that 
are within the Committee’s jurisdiction. 

I look forward to working with you as we 
prepare to pass this important legislation. 

Sincerely, 
EDOLPHUS TOWNS, 

Chairman. 

HOUSE OF REPRESENTATIVES, COM-
MITTEE ON SCIENCE AND TECH-
NOLOGY, 

Washington, DC, February 2, 2010. 
Hon. EDOLPHUS TOWNS, 
Chairman, Committee on Oversight and Govern-

ment Reform, House of Representatives, 
Rayburn House Office Building, Wash-
ington, DC. 

DEAR CHAIRMAN TOWNS: Thank you for 
your February 2, 2010 letter regarding H.R. 
4061, the Cybersecurity Enhancement Act of 
2009. Your support for this legislation and 
your assistance in ensuring its timely con-
sideration are greatly appreciated. 

I agree that provisions in the bill are of ju-
risdictional interest to the Committee on 
Oversight and Government Reform. I ac-
knowledge that by forgoing a sequential re-
ferral, your Committee is not relinquishing 
its jurisdiction and I will fully support your 
request to be represented in a House-Senate 
conference on those provisions over which 
the Committee on Oversight and Govern-
ment Reform has jurisdiction in H.R. 4061. A 
copy of our letters will be placed in the Con-
gressional Record during consideration of 
the bill on the House floor. 

I value your cooperation and look forward 
to working with you as we move ahead with 
this important legislation. 

Sincerely, 
BART GORDON, 

Chairman. 

In conclusion, H.R. 4061 is a good, bi-
partisan bill that strengthens public- 
private partnerships, ensures an over-
all vision for the Federal cybersecurity 
R&D portfolio, trains the next genera-
tion of cybersecurity professionals, and 
improves the cybersecurity technical 
standards. 

I urge my colleagues to support H.R. 
4061. 

Madam Chair, I reserve the balance 
of my time. 

Mr. HALL of Texas. Madam Chair-
man, I yield myself such time as I may 
consume. 
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